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Introduction: Arjun’s Online Experience

Arjun was a sixth-grader who loved to look around on the internet. He liked playing video games

online, watching educational movies,

and talking with his friends. Things did

happen one day, though, that made him

feel nervous.

Arjun got a message from someone he

didn't know while he was playing an

internet game. Someone wanted to

"unlock special features" with his

password. He stopped and asked

himself, "Is this safe?" "Should I let

someone I don't know have my

password?"

His teacher, Mr. Mehra, taught the

class about Digital Citizenship the next

day. Mr. Mehra said, "Being a good digital citizen means knowing how to use the internet in a

smart, safe, and responsible way." Let's learn how to stay safe and nice online.

Arjun knew that this was just what he needed. Let's follow him as he learns how to be smart and

safe online and become a Digital Citizen.



What is Digital Citizenship?

What Does Digital Citizenship Mean?

Digital Citizenship means using the internet and digital devices responsibly and safely. It’s about:

• Protecting personal information.

• Behaving kindly and respectfully online.

• Knowing how to find reliable information.

Why is Digital Citizenship Important?

The internet is like a big, exciting playground, but just like the real world, it has rules to keep

everyone safe. Being a good digital citizen helps you:

• Stay safe from online dangers.

• Build positive and respectful online relationships.

• Use the internet as a powerful tool for learning and growing.

Arjun’s Lesson on Staying Safe Online

Mr. Mehra shared important tips to help Arjun and his classmates stay safe online. Here’s what

Arjun learnt:

Protect Your Personal Information

• What to Share: It’s okay to share your favourite hobbies or interests, but never share

personal details like your full name, address, phone number, or passwords.

• Stranger Danger Online: Just like in real life, don’t trust strangers online. Never share

information with people you don’t know.



Think Before You Click

• Avoid Clicking on Suspicious Links: Some links can lead to fake websites or harmful

downloads. Always ask a trusted adult before clicking.

• Verify Emails and Messages: If you get an email or message asking for personal

information, don’t respond. Scammers often pretend to be someone you know.

Create Strong Passwords

• Tips for Strong Passwords: Use a mix of uppercase and lowercase letters, numbers, and

symbols. For example, “MyMom@2024” is a strong password.

• Keep Passwords Private: Never share your password with anyone except your parents

or guardians.

Arjun’s Lesson on Being Smart Online

Mr. Mehra also taught Arjun and his classmates how to use the internet wisely. Here’s what he

learnt:

Respect Others Online

• Be Kind: Just like in real life, treat people with respect online. Avoid saying mean things

or posting hurtful comments.

• No Bullying: Don’t participate in or support cyberbullying. If you see someone being

bullied, tell a trusted adult.

Check the Information

• Trustworthy Websites: Look for reliable sources like “.edu” or “.gov” websites for

school research.

• Fake News: Don’t believe everything you see online. Double-check facts before sharing

information.



Balance Your Time Online

• Set Limits: Too much screen time isn’t healthy. Make sure to balance online activities

with offline ones like playing outside, reading, or spending time with family.

Arjun’s Digital Citizenship Project

Arjun decided to create a project to teach his classmates how to be good digital citizens. Here’s

what he did:

Step 1: Identify a Problem

Arjun noticed many of his friends shared their passwords with others. He decided to focus on

password safety.

Step 2: Gather Information

He researched tips for creating strong passwords and the dangers of weak passwords. He also

learnt how scammers use weak passwords to hack accounts.

Step 3: Create a Poster

Arjun made a poster with tips for strong passwords:

• Use at least 8 characters.

• Include numbers, symbols, and both uppercase and lowercase letters.

• Avoid using your name, birthday, or easy-to-guess words like “password.”

Step 4: Present to the Class

Arjun presented his poster to his classmates and explained why password safety is important. He

shared examples of what could happen if someone’s account is hacked.



Section 5: The Impact of Arjun’s Learning

After learning about digital citizenship, Arjun felt

confident using the internet safely and responsibly.

He also inspired his classmates to:

• Create strong passwords.

• Be kind and respectful online.

• Think before clicking on links or sharing

information.

Even Mr. Mehra praised Arjun for his efforts,

saying, “You’re not just a good student,

Arjun—you’re a great digital citizen!”

Conclusion: Be Safe, Be Smart

Arjun’s story teaches us that the internet is a powerful

tool, but we must use it wisely. By being safe,

protecting personal information, and treating others

with respect, we can all become responsible digital

citizens. Remember, being smart online not only

keeps you safe but also makes the internet a better

place for everyone. So, the next time you go online,

think of Arjun and ask yourself: Am I being a good

digital citizen?


